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Purpose of this protocol 

Coventry City Council is supportive to any elected 
members’ increasing use of social media which 
is a good way of connecting with their electorate 
as well as people and issues across the city. With 
more and more councillors using social media, this 
protocol is designed to provide clarity on what is 
and what is not acceptable usage of social media 
and minimise legal and reputational risk. This 
guidance complements the existing general rules 
under the Members’ Code of Conduct.

What is social media?

Social media is the collective term to describe 
websites and other online tools which allow 
people to engage and interact. This includes 
popular platforms such as Facebook, Twitter, 
LinkedIn and Snapchat as well as blogs.

On many of these sites, users share information 
and give opinions. They may also create interest 
groups or pages leading to longer exchanges. 
Ultimately the majority of people use these 
sites and tools to reach online communities and 
networks which encourage participation and 
engagement.

Social media and elected members

It is important to make clear that it is not a 
requirement for members to use social media 
to fulfil their job as a councillor. However, if you 
already use – or are planning to use – social media 
in connection with your work as a councillor (or are 
already using it in a private capacity), then these 
guidelines will be relevant.

Remember, whenever you act – or appear to 
act – in your official capacity, you must comply 
with the Members’ Code of Conduct.

Benefits of using social media

Social media is a useful tool for elected  members 
by:

• Supporting councillors in performing their 
community leadership role

• Keeping in touch with local views, concerns, 
interests and opinions

• Providing an effective and relatively cheap way 
of making the electorate more aware of the 
work you do

• Campaigning on local issues

• Providing a platform for political campaigning

Social media good practice

The following points are intended to give some 
handy hints when managing your social media 
platforms: 

• Start your name with the word ‘Cllr’ to let 
people know exactly who you are or make it 
very clear in your bio that you are   
a councillor

• Think before you Tweet or post. A good rule 
of thumb is never say anything that you would 
not say to someone’s face or you would not 
want recorded in a public meeting

• Consider keeping your personal (if you have 
any) and elected member accounts separate 
and maintain appropriate professional 
boundaries

• Be aware that you will be seen as acting

• in your official capacity whenever you use 
social media

• Set appropriate privacy settings for your blog 
or networking site – especially if you use a 
private account

• If you blog, monitor the comments. Failure 
to remove defamatory or obscene posts from 
others could give the perception that you 
condone such views

• Making political points is expected of a 
councillor but be careful about being too 
personal if referring to individuals. An attack 
on an individual may be seen as disrespectful, 
whereas comments on another party or a 
policy are less likely to be viewed as disrespect



Social media bad practice:

• Never blog or post in haste – particularly in 
circumstances where your judgement might 
be impaired e.g. you’re angry, tired or have 
consumed alcohol

• Do not publish confidential information that 
you may have learned or had access to as part 
of your role as an elected member. As well as 
private agenda papers, this includes personal 
information about service users, their families 
or friends or others e.g. contractors and 
council staff

• Never represent your personal views, or those 
of any political party or interest group you 
belong to, as being those of the council

• Do not share, favourite, like, download, 
upload or distribute any material that could 
be considered inappropriate offensive, 
defamatory, illegal or discriminatory

Things to be wary of when using  
social media
The following points are intended to give some 
handy hints when managing your social media 
platforms:

• With no privacy settings, anyone can read 
your posts not just your friends and followers. 
Journalists will regularly trawl through what 
many elected members are saying

• Any communication is capable of being 
misinterpreted but the immediacy of social 
media has the potential to magnify this problem

• Do not assume people will understand the 
context of what you are posting. Many issues 
are caused by people misinterpreting the 
intended meaning

• Updating on what is happening in a meeting 
and receiving comments can be helpful; for 
transparency and engagement BUT may lead 
to people forming the impression you are not 
concentrating on the business in hand

• Sending an inappropriate message privately is 
no defence if the person you send it to decides 
to share it wider. If you are not happy for others 
to see it, do not send it

• Be careful about following or friending a council 
employee or contractor, a pressure group or 
someone submitting a planning application 
– the association could be construed as a 
personal interest

• Although the best use of social media is 
conversational in tone, publishing to the web 
is still publishing – never say anything that 
you would not be comfortable repeating or 
justifying at a public meeting, for example. 
Even if you subsequently delete it, something 
published can still be available

Legal issues and social media

There is an ever increasing number of legal cases 
that have resulted from people’s use of social 
media. The main issues to be cautious of are:

• Libel
 If you publish an untrue statement about a 

person which is damaging to their reputation, 
they may consider it as defamatory and 
consider legal action. A successful legal claim 
could result in the award of damages against 
you

• Copyright
 Placing images or text on your site from a 

copyrighted source (for example extracts from 
publications or photos) without obtaining 
permission, is likely to breach copyright laws. 
Therefore don’t publish anything you are 
unsure about. Again, a successful legal claim 
for breach of copyright could lead to an award 
of damage  against you

• Data protection
 Never publish the personal data of individuals 

unless you have their express permission. 
Personal information in an email or personal 
exchange should not be presumed to imply 
any consent to pass it on to others. If you 
place personal information onto a public forum 
you should expect it to be published by others

• Bias and predetermination
 If you are involved in making planning, 

licensing or other quasi-judicial discussions, 
do not say anything through social media (or 
indeed anywhere else) that suggests you have 
made up your mind on an issue that is due 
to be formally decided. While your view on a 
particular application may be well known, you 
need to be able to show that you attended 
the committee or hearing prepared to take 
on board all the evidence and were genuinely 
persuadable to a different view otherwise the 
decision may be challenged as invalid. If a 
person has suffered some sort of detriment as 
a result of an invalid decision, they may have a 
claim against the council for damages.



Handling abuse on social media
Any intimidation or abuse on social medial 
is subject to all the same potential criminal 
prosecutions as other forms of intimidation, 
with the additional criminal offences relating 
specifically to electronic communications.  

You are best placed to determine whether a post 
or interaction is abusive or intimidating, and 
if you feel intimidated you can take action to 
report it.

Every situation will be different, and it will 
need a personal judgement about whether it is 
worthwhile to pursue the incident, ignore it or 
politely acknowledge.

You should:

• Keep a record of any abuse

• Carefully consider how and whether to 
respond to inaccurate or defamatory social 
media comments

• Report any abuse to the social media 
companies for its deletion or to raise 
concerns about an account

• Further information and support can be 
found on the LGA website: https://local.
gov.uk/handling-abuse-social-media

Social media and the Members’  
Code of Conduct

Aspects of the Code of Conduct for members 
will apply to your online activity in the same 
way as they do to any other communication 
you may use. The key to whether your online 
activity is subject to the Code is whether you 
are, or appear to be, acting in your capacity as a 
councillor rather than as a private individual.

Recent examples played out in the media 
has shown that this important difference is 
increasingly harder to demonstrate as anyone 
who knows you are an elected, public figure 
will automatically think you are commenting in 
that capacity. Although you may be clear in your 
mind that you are acting in a private capacity, 
that it is not necessarily obvious or clear to 
others.

Indeed, a number of recent cases have shown 
that any comment made by an elected member 
on their social media account is interpreted as 
an official line whether it is meant as a private 
comment or not. The best rule is to use your 
social media account for professional purposes 
and comment only, to avoid any potential 
problems.

Coventry City Council’s Communications Team 
can help you with more specific advice   
if needed.

Relevant elements of the Members’ 
Code of Conduct

• Treat others with respect. 

 Do not use social media to make personal 
attacks or indulge in rude, disrespectful or 
offensive comments

• Comply with equality laws

 Never publish anything that might be seen 
as racist, sexist, ageist, homophobic or anti-
faith

• Do not bully or harass anyone

 You should never say anything that may be 
construed as bullying or intimidation

• Do not bring the council into disrepute

 Never publish anything that could reasonably 
be perceived as reflecting badly or lowering 
the reputation of yourself or the council

• Never disclose confidential information 

 Members must be careful to apply exactly 
the same standards to their social media 
communications as they would to statements 
made in a more formal context

More information

Any elected member wanting more information 
of further advice on the use of social media 
should contact either the Communications Team 
or the Council’s Monitoring Officer


